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Abstract
Despite widespread adoption of international anti-money laundering standards over the last 30 years, their
effectiveness remains poorly understood due to persistent data limitations. I address this gap in the scholar-
ship by leveraging cryptocurrency transaction data to assess how specific regulatory design features shape
compliance. Using bunching estimation, I demonstrate that customers strategically adjust transaction sizes
to avoid threshold-based screening requirements, while exchanges fail to adequately address this behavior
through risk-basedmonitoring. Analysis of BritishVirgin Islands exchanges using difference-in-differences
estimation before and after regulatory changes provides additional evidence supporting these conclusions.
The findings reveal how regulatory design features shape behavior in cryptocurrency markets and suggest
specific improvements for regulatory frameworks.
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1. Introduction
Over the last 30 years,many countries have adopted anti-money laundering regulationsmeeting com-
mon international standards, yet the effectiveness of these measures remains poorly understood.
The Financial Action Task Force (FATF), established by the G7 in 1989, has driven this regulatory
expansion by releasing recommendations detailing regulatory best practices and by harnessing inter-
national economic pressure and reputational concerns to push reluctant states to adopt regulations
meeting the FATF’s standards (Simmons, 2001; Sharman, 2009; Morse, 2019). These regulations are
intended to prevent money laundering—the process by which criminals disguise and conceal funds
obtained through crime within the broader economy—and aid law enforcement in criminal investi-
gations. Substantial investment at the international level has produced major changes at the national
level, as most countries today have incorporated the FATF’s recommendations into national law,
including enlisting private sector actors like financial institutions in compliance activities.1

Yet despite substantial investments by private sector, national, and international actors, empirical
analysis of these regulations’ effectiveness remains limited.TheFATF’s recommendations, which form
the basis for most national regulations, were developed without clear metrics for assessing imple-
mentation effectiveness or efficiency (Levi et al., 2018). And while the FATF’s recent evaluations have
focusedmore explicitly on implementation and the effectiveness of countries’ anti-money laundering

1The FATF concludes that 76% of countries have “satisfactorily” implemented the FATF’s most recently issued 40
Recommendations (FATF, 2022, 3).
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2 Karen Nershi

frameworks, these efforts have been hindered by a lack of reliable data on which to form assessments
(Ferwerda and Reuter, 2024). This empirical gap reflects broader challenges in systematic evaluation
of anti-money laundering regulations arising from several key data limitations (Reuter, 2013; Levi
et al., 2018; Central Bank of the Bahamas, 2020).

First, unlike other areas of international finance—such as foreign investment, cross-border capital
flows, or capital adequacy requirements—money laundering’s covert nature precludes reliable mea-
surement of the underlying activity targeted by regulation.While scholars have attempted to estimate
money laundering at the national level, these models rely on unverifiable assumptions and have not
produced credible estimates (Reuter, 2013; Levi et al., 2018). This measurement challenge has hin-
dered efforts to evaluate regulatory effectiveness. Without baseline estimates of money laundering,
researchers have been unable to evaluate the overall effectiveness of anti-money laundering laws at
the international or national level or compare changes over time. Even conventional enforcement
metrics—such as money laundering investigations, prosecutions, and convictions—offer limited
insight without baseline estimates to contextualize the scope of these efforts relative to a country’s
overall money laundering problem.

Second, while FATF-mandated reporting requirements could theoretically facilitate cross-national
comparisons, varying reporting standards limit their utility.One such report is the SuspiciousActivity
Report, which financial institutions must file if they believe a customer may be involved in money
laundering. While Swiss institutions file reports only after conducting a thorough investigation, U.S.
institutions file reports far more liberally, often based only on a first impression (Ferwerda and
Reuter, 2019).2 National Risk Assessments, another type of report recommended by the FATF, lack
methodological consistency (Ferwerda andReuter, 2019). Even the FATF’s resource-intensiveMutual
Evaluation Reports lack systematic data collection and analysis in their assessments of national
anti-money laundering frameworks (Levi et al., 2018; Ferwerda and Reuter, 2024).

A third data challenge arises from the reluctance of private sector actors engaged in anti-money
laundering enforcement to share data. Regulations require private sector actors known as intermedi-
aries (i.e., actors who facilitate transactions between one or more parties) to screen their customers
formoney laundering risk, report suspicious activity to authorities, andmaintain records of customer
information. However, many intermediaries (including financial institutions and law firms) restrict
access to transaction and compliance data to protect customer privacy and institutional reputations,
limiting researchers’ ability to evaluate the effectiveness of these measures.3

This paper addresses this gap in the scholarship by assessing the effectiveness of two design-based
features of anti-money laundering laws through analysis of new regulations for the cryptocur-
rency sector. In 2019, the FATF issued recommendations establishing common regulatory standards
for cryptocurrency exchanges—businesses that facilitate trades between cryptocurrencies and fiat
(government-issued) currencies (FATF, 2019). These standards, which the FATF’s 37 member states
committed to implementing within 1 year, impose two key obligations on exchanges: screening cus-
tomers for transactions of 1,000 dollars/euros or greater and adopting a risk-based approach, which
requires exchanges to assess the money laundering risks they face and develop customized systems
to mitigate these risks. Under this approach, exchanges are supervised by national regulators, who
can sanction exchanges for regulatory failures.

I develop predictions about how customers and exchanges will respond to these two fea-
tures, which are common to anti-money laundering and other types of financial regulation more
broadly. First, threshold-based screening enables strategic behavior by individuals, who may seek to
avoid screening by adjusting their transaction size below the threshold. Accordingly, I predict that
exchanges implementing threshold-based screening will show an abnormally high number of trans-
actions below screening thresholds. Second, implementing a risk-based approach presents significant

2See also Takats (2011).
3See Findley et al. (2014); (2025) for field experiments as an alternative method of measuring intermediary compliance.
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Political Science Research and Methods 3

challenges, as it requires exchanges to exercise considerable discretion in developing andmaintaining
complex compliance systems. I predict that inadequate implementation of risk-based approaches will
manifest in the persistence of an abnormally high number of transactions below screening thresh-
olds over time—a pattern that exchanges implementing a risk-based approach should identify and
address through enhanced screening measures.

The cryptocurrency sector provides a good case with which to study these regulatory fea-
tures because of its unprecedented data accessibility. Unlike traditional financial intermediaries,
cryptocurrency exchanges routinely share transaction information through public application pro-
gramming interfaces (APIs). I leveraged these APIs using multiple remote servers to create a dataset
of cryptocurrency-to-fiat transactions from virtually all exchanges offering these trades during a
2-month period in 2020. The dataset captures 150 million transactions across 66 exchanges in
12 countries, focusing on trades between major fiat currencies and the two highest-volume cryp-
tocurrencies (Bitcoin and Ethereum). Each transaction record includes precise details about timing,
quantity, price, and currency pairs. This granular data provides unprecedented insight into how both
customers and exchanges respond to new regulatory requirements for the cryptocurrency sector—a
level of detail typically unavailable in studies of traditional financial intermediaries.

I analyze this dataset using bunching estimation—an econometric strategy that uses the mass of a
distribution tomeasurewhether individuals responded strategically to an incentive at a threshold—to
measure how customers and exchanges respond to the new regulations. The results reveal an abnor-
mally high number of transactions (i.e., bunching) below screening thresholds in exchanges located
in jurisdictions that require threshold-based screening. Importantly, this pattern does not appear
in exchanges subject to comprehensive screening requirements or in FATF member jurisdictions
that had not yet implemented the recommended anti-money laundering standards. This systematic
variation in bunching behavior across regulatory regimes provides strong evidence that customers
strategically adjust transaction sizes in response to threshold-based screening requirements, and the
persistence of bunching over time shows that exchanges have not adequately addressed this behavior
through application of a risk-based approach.

As a complementary analysis, I employ difference-in-differences estimation to measure how trad-
ing patterns in British Virgin Islands exchanges changed relative to unregulated exchanges following
the introduction of threshold-based screening requirements.The results show significant increases in
the proportion of trades conducted $50 and $10 below the screening threshold for both Bitcoin and
Ethereum-to-dollar transactions in British Virgin Islands exchanges, with no corresponding changes
in unregulated exchanges. Importantly, placebo tests show no similar bunching below other thresh-
olds in British Virgin Islands exchanges, suggesting that this behavior reflects strategic responses to
regulation rather than general patterns around round numbers.

This paper advances an understanding of regulatory effectiveness by examining how customers
and intermediaries respond to specific design features of anti-money laundering regulation in cryp-
tocurrency markets. The analysis shows that exchange customers strategically adjust their behavior
to circumvent compliance requirements—specifically by manipulating transaction sizes to avoid
threshold-based screening. The persistence of bunching over time, meanwhile, shows that exchanges
have not adequately addressed this strategic behavior by implementing a risk-based approach, sug-
gesting the need for enhanced regulatory guidance. Through novel transaction-level data, this paper
provides insight into how both regulated entities and their customers respond to specific design fea-
tures of regulation, contributing to broader debates about effective financial regulation in both the
traditional financial and cryptocurrency sectors.

2. Cryptocurrency regulation
Cryptocurrency has rapidly emerged as a transformative financial technology since the introduction
of Bitcoin in 2009. However, the high level of secrecy inherent to cryptocurrency transactions has
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4 Karen Nershi

attracted criminal actors. Specifically, cryptocurrency is transacted through pseudo-anonymous dig-
ital keys, eliminating the need to share information about one’s legal identity. This has given rise to
a new ecosystem of cybercrime, as cryptocurrency directly enables certain illicit activities, such as
thefts of cryptocurrency exchanges, and facilitates others at scale, like ransomware attacks and dark
web markets. While the majority of cryptocurrency transactions are believed to be for legitimate
purposes, the illicit uses of cryptocurrency reached an estimated $24.2 billion in 2023 (Chainalysis,
2024).

The accessibility of the blockchain, the decentralized public ledger that records all cryptocurrency
transactions, has provided law enforcement with an avenue to trace criminal activity. However, effec-
tively leveraging this data requires regulations that enable authorities to systematically match digital
keys to real-world legal identities. Cryptocurrency exchanges have become a key focus for regula-
tory efforts, as they represent a critical juncture where cryptocurrency intersects with the broader
financial system. This focus is particularly relevant for combating cryptocurrency-based crimes, as
cryptocurrency has limited utility as a means of exchange, leading criminals to convert cryptocur-
rency into fiat currency to use it in the economymorewidely. Indeed, research shows that the primary
way criminals have made these conversions is through exchanges (Chainalysis, 2022, 11).4

Regulating cryptocurrency exchanges poses several major challenges given the international envi-
ronment in which both customers and exchanges operate. Specifically, these actors may seek to
evade national oversight through regulatory arbitrage. This mirrors trends in the financial sector
more broadly, where increasing global integration has led countries to establish common stan-
dards through intergovernmental bodies to combat regulatory arbitrage (Awrey and Judge, 2020).
The Basel Committee on Banking Supervision’s (BCBS) capital adequacy requirements, now incor-
porated into over 100 countries’ national laws (CFI Team, N.d.), the International Organization
of Securities Commissions’ (IOSCO) global securities regulation standards, and the FATF’s own
recommendations exemplify this approach.5

The risk of regulatory arbitrage is particularly acute in the cryptocurrency sector due to exchanges’
primarily digital operations and lowfixed costs, lowering barriers to relocating. For example, Binance,
one of the largest exchanges, successively claimed registration in China, Japan, Malta, Malaysia, and
theCayman Islands over the course of a few years, seemingly in response to new cryptocurrency regu-
lations adopted by these countries (Roberts, 2021).The exchange’s chief executive officer even refused
to disclose the location of its headquarters, claiming that the exchange is a new type of business that
should not be subject to regulation (Baker, N.d.).

While the risk of regulatory arbitrage might suggest that money launderers might simply shift
activity to exchanges in unregulated jurisdictions or more secretive alternatives like dark web peer-
to-peer trading sites (Aguilar, 2019; de Havilland, 2019), several factors make regulated exchanges
likely to remain the primary channel for crypto-to-fiat conversions. Dark web alternatives are both
less convenient, requiringmanual arrangement of trades, and riskier due to the absence of third-party
guarantees—an important consideration in a sector plagued by scams, theft, and fund misappropri-
ation (Deer, 2022). More fundamentally, regulated exchanges possess a critical advantage through
their access to correspondent banking relationships, which enable high-volume transactions between
cryptocurrency and fiat currencies.While some high-volume exchanges operate in unregulated juris-
dictions, their inability to access reliable banking networks typically prevents them from facilitating
cryptocurrency-to-fiat trades at scale. Thus, the economic influence of FATF members—particularly
the U.S., EU, and Japan—effectively controls access to key currencies through the international

4See also Meiklejohn et al. (2013); Apuzzo (2014).
5See Simmons (2001) for a discussion of harmonizing international standards in global financial markets.
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Political Science Research and Methods 5

banking system (Bauerle Danzman et al., 2017), constraining unregulated exchanges’ ability to
operate at scale and limiting cryptocurrency launderers’ viable alternatives.6

Beyond regulatory arbitrage, countries face significant implementation challenges in develop-
ing and enforcing cryptocurrency regulations, yet these parallel existing challenges in anti-money
laundering regulation where the FATF has proven instrumental. The FATF reduces legislative costs
by providing detailed recommendations that serve as templates for national laws, while promot-
ing regulatory consistency across jurisdictions (Simmons, 2001). Countries can thus leverage both
their existing anti-money laundering frameworks and the FATF’s new cryptocurrency recommen-
dations to regulate this emerging sector. And while implementation remains resource-intensive, the
FATF’s track record suggests member states can effectively address these challenges. Below, I discuss
two main design features of the FATF’s new directive—threshold-based screening and a risk-based
approach—that are relevant to this analysis.

2.1. Threshold-based screening
First, the FATF’s directive stipulates that exchanges must screen customers for money laundering
risk for transactions of 1,000 dollars/euros or greater. These screening requirements include collect-
ing and verifying a customer’s identity and income information “using reliable, independent source
documents, data or information” (FATF, 2003, 4–5). This documentation enables exchanges to assess
customer risk profiles and report suspicious activity to national authorities, while also maintaining
records for potential law enforcement investigations.

This threshold-based screening requirement creates opportunities for regulatory avoidance, as
research consistently shows that actors respond strategically to threshold-based incentives in finan-
cial regulation. In the tax scholarship, research shows incomes clustered below thresholds that
trigger higher tax rates (Bastani and Selin, 2014), particularly among self-employed individuals
with greater control over reported incomes (Le Maire and Schjerning, 2013; Zanoni et al., 2024).
Similar behavioral responses emerge across other regulatory contexts, from small businesses avoiding
revenue-based tax thresholds (Bettendorf et al., 2017) to companies maintaining market capital-
ization below thresholds that trigger enhanced regulatory actions (Dharmapala, 2016; Ewens et al.,
2024).7

Unlike most threshold-based regulations where actors seek to minimize compliance costs, how-
ever, the direct costs to customers of undergoing screening are minimal. Customers face no financial
costs and the process is straightforward—requiring only basic identification documents and per-
sonal information for a one-time verification that enables conducting future transactions of any
amount without additional screening. However, anti-money laundering regulation must contend
with another reason for regulatory avoidance: criminals’ desire to avoid detection by law enforcement.

This vulnerability of threshold-based requirements has precedent in anti-money laundering reg-
ulation. A notable example is the U.S. requirement that financial institutions report transactions
exceeding $10,000, intended to aid “criminal, tax, or regulatory investigations or proceedings”
(Welling (1989); quoted in Jensen et al. (2023)). This threshold led to “structuring”—the practice
of breaking larger transactions into smaller ones to avoid reporting requirements. Although sub-
sequently criminalized, structuring remains difficult to detect (Welling, 1989). Thus, the FATF’s
threshold-based screening requirement may create similar vulnerabilities by signaling to potential
money launderers precisely when screening will be applied.

Although the FATF directive notes a minimum standard of screening transactions above the
1,000 dollar/euro threshold, some countries chose to require screening of all customers regardless

6FATF member state currencies are dominant in the international financial system, with the dollar accounting for 88% of
foreign exchange market trades in 2023 (Tombini, 2023).

7See alsoMarx (2024); Harju et al. (2016); Orozco andRubio (2023) for evidence of strategic behavior in response regulatory
thresholds by small businesses, charitable organizations, and banks.
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of transaction amount. Accordingly, these countries set a higher benchmark of regulatory scrutiny
for exchanges operating in their jurisdictions.

2.2. Risk-based approach
The recommendation’s second requirement mandates that cryptocurrency exchanges implement a
risk-based approach to money laundering prevention (FATF, 2019). Importantly, all FATF members
adopted a risk-based approach to cryptocurrency regulation. Under this approach, “countries, com-
petent authorities, and [intermediaries] identify, assess, and understand the money laundering and
terrorist financing risk to which they are exposed, and take the appropriate mitigation measures in
accordance with the level of risk” (FATF, N.d.). For cryptocurrency exchanges, this requires conduct-
ing comprehensive risk assessments and developing customized compliance systems that allocate
resources toward mitigating the highest identified risks (FATF, 2015, 6, 8). Implementation typi-
cally involves developing internal expertise, engaging external consultants, and deploying specialized
monitoring systems.

The risk-based approach has become central to the FATF’s recommendations across sectors since
its introduction in 2003, with many countries mandating this approach in national regulations. This
framework requires assessment and mitigation efforts at multiple levels—countries, regulators, and
businesses—with the goal of allocating scarce resources toward the greatest money laundering risks
(Ferwerda and Reuter, 2024). However, both conceptual and practical challenges hinder effective
implementation.The FATF’s guidance lacks clear articulation of how the components of risk (which it
identifies as threat, vulnerability, and consequences) apply to money laundering contexts (Ferwerda
and Reuter, 2024). This conceptual ambiguity has led to problematic risk classifications, including
on the basis of personal characteristics at the individual level and “impressionistic” judgments at
the national level (Sharman, 2009; Halliday et al., 2019). Further, the FATF’s guidance provides only
minimal information for exchanges on the topic of identifying risks.8

In practice, exchanges must make complex implementation decisions with limited regulatory
guidance. They must identify risks, develop assessment metrics, prioritize mitigation efforts, and
implement compliance systems—all within a rapidly evolving technological and criminal landscape
(Black andBaldwin, 2012).One clear indicator of implementation effectiveness is exchanges’ response
to transaction structuring below screening thresholds. Indeed, although the FATF’s guidance on
implementing a risk-based approach in the cryptocurrency sector is limited, it explicitly identifies
“irregular, unusual or uncommon” transaction patterns, including those structured to avoid report-
ing, as high-risk (FATF, 2021, 88). Accordingly, exchanges implementing a risk-based approach
should identify an abnormally high number of transactions below screening thresholds as suspicious
and take action to mitigate this risk, which may include additional screening below the threshold
or setting a lower screening threshold (FATF, 2019). Thus, the persistence of an abnormally high
number of transactions below screening thresholds over time would indicate a failure to adequately
implement a risk-based approach.

2.3. Hypotheses
The response by FATF members to the FATF’s new guidelines for cryptocurrency fell into one of
three categories: (1) countries with regulations that required comprehensive screening all customers
and a risk-based approach, (2) countries with regulations that required screening customers above
a transaction-threshold and a risk-based approach, and (3) countries that did not implement anti-
money laundering regulations for the cryptocurrency sector by July 2020. Below, I detail several
hypotheses that I test in Sections 4 and 5.

8See Section A in the Supplementary Materials.
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For exchanges operating in jurisdictionsmandating comprehensive customer screening regardless
of transaction size (Australia and theUnited States), I do not expect to observe bunching belowFATF-
specified thresholds, as there is no legal incentive for customers to adjust the size of their transactions
below the threshold. Thus, I expect that exchanges will comply with the higher regulatory standards
set by these countries, and consequently, no abnormal transaction activity will emerge.

• H1: Exchanges in countries that require screening of all customers will not show bunching
below the 1,000 dollar/euro threshold.

For exchanges in jurisdictions with threshold-based screening requirements (Japan, EU coun-
tries, and the Bahamas), I predict observable bunching below screening thresholds as customers
strategically adjust transaction sizes to avoid screening. Persistent bunching in exchanges over time
also supports a secondary conclusion—exchanges have not mitigated this risk through a risk-based
approach.

• H2: Exchanges in countries that require screening for transactions above the 1,000 dollar/euro
will show bunching below the threshold.

Lastly, for exchanges in jurisdictions that had not yet implemented anti-money laundering reg-
ulations for the cryptocurrency sector by the agreed upon deadline (Turkey), I do not expect to
observe bunching below the threshold specified in the FATF’s directive, though for a different reason
than exchanges that implement comprehensive screening of all customers. The absence of a reg-
ulatory framework in this FATF member state means that exchanges faced no legal obligation to
screen customers for transactions of any size, eliminating customers’ incentives to strategically adjust
transaction values below a threshold.

• H3: Exchanges in countries that do not require any screening will not show bunching below the
1,000 dollar/euro threshold.

I test these hypotheses using twomethods. First, I use bunching estimation to test for the presence
(absence) of a statistically abnormal number of transactions in the range below the 1,000 dollar/euro
threshold. Second, for one country (the British Virgin Islands) that implemented threshold-based
screening during the data collection period, I use a difference-in-differences estimation strategy to
test whether these exchanges showed an increase in the number of transactions below the threshold
relative to placebo thresholds following implementation of the new regulations.

3. Data
Obtaining reliable data about cryptocurrency transactions presents a major challenge. While most
studies use data from third-party aggregator sites, this data is often unreliable as many exchanges
over-report their transaction volumes; this gives the illusion of higher liquidity, which can help
exchanges attract new customers (Hougan et al., 2019; Varshney, 2021; Chen et al., 2022). In fact,
one report estimates that asmuch as 95% of transactions reported to aggregator sites are fake (Bitwise
AssetManagement, 2019). Tomitigate this risk, I circumvented third-party sites altogether by collect-
ing real-time transaction data directly from exchanges using each exchange’s API. APIs are expected
to provide more reliable data because customers can use APIs to execute trades.

UsingAPIs, I created a dataset of transactions fromBitcoin andEthereum (the twohighest-volume
cryptocurrencies) to FATF member state fiat currencies for nearly all exchanges offering these trades
between July 1, 2020 and September 3, 2020.9 Major fiat currencies included in the dataset’s trading

9Several low-volume exchanges lacked functioning APIs, causing them to be excluded from the sample.
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pairs are the US dollar, euro, Australian dollar, British pound, Indian rupee, Japanese yen, Korean
won, Russian ruble, Turkish lira, and Brazilian real.10 To collect this data, I set up remote servers to
query each exchange’s API at intervals of 15–150 seconds, with specific intervals calibrated to each
exchange’s trading volume and cache size. Each transaction record contains the timestamp, cryp-
tocurrency quantity, and the crypto-to-fiat exchange rate at the time the trade was executed.11 During
data preprocessing, I excluded low-volume trading pairs to ensure data quality.12

The final sample includes 45 trading pairs from 22 exchanges, spanning 7 regulated jurisdictions
and at least 3 unregulated jurisdictions.13 I classified each exchange’s country based on registration
information from its official website as of July 2020. I then converted all transactions to the rele-
vant regulatory currency—euros for EU exchanges, yen for Japanese exchanges, and dollars for all
others—using hourly exchange rates (Dukascopy: Swiss Banking Group, N.d.). This sample presents
a diverse cross-section of countries, including affluent industrialized countries (Australia, Japan, the
Netherlands, South Korea, UK, US), a middle-upper income country (Estonia), several developing
countries (India, Turkey), and an offshore financial center (BritishVirgin Islands). Further, the sample
includes all seven jurisdictions that had implemented anti-money laundering regulations for cryp-
tocurrency trading as of July 2020 (Australia, British Virgin Islands, Estonia, Japan, Netherlands, UK,
and US).

This sample captures the majority of global crypto-to-fiat trading volume during the collection
period, as it encompasses exchanges offering Bitcoin and Ethereum transactions across all major
FATF member country currencies. These include the dominant global currencies—the U.S. dollar,
euro, and yen—which facilitate the majority of both traditional financial and crypto-to-fiat trans-
actions. According to Seth (2024), approximately 97.8% of crypto-to-fiat transactions in 2024 were
conducted in currencies covered by the sample (U.S. dollar, yen, won, and euro). Moreover, the
cryptocurrency market’s digital-native structure and limited physical infrastructure resulted in rel-
atively homogeneous exchange services across jurisdictions during the data collection period, with
regulation emerging as the primary source of cross-jurisdictional variation.

4. Bunching estimation
Tomeasure how customers and exchanges have responded to new regulations, I leverage transaction-
level data and exploit the specific threshold above which exchanges are mandated to screen their
customers formoney laundering risk. I build on pioneeringwork on bunching estimation—amethod
used to study phenomena involving avoidance or evasion (Saez, 2010; Chetty et al., 2011). While this
approach has traditionally been employed with administrative data such as data from individual tax
returns, I modify this method for application to cryptocurrency transactions.14

I use bunching estimation to estimate the level of statistically abnormal transaction activity below
the transaction thresholds at which exchanges must screen their customers for money laundering
risk. While this method cannot attribute any individual transaction to criminal activity, the aggre-
gate presence of excess mass (bunching) below the threshold presents a statistical anomaly. I argue
this statistical anomaly is most plausibly explained by customers’ efforts to avoid screening under

10See Table 7 in the Supplementary Materials for a detailed breakdown of trading pairs (i.e., the specific crypto-to-fiat
conversions) by exchange.

11Exchange rates vary across platforms and over time.
12See Section C in the Supplementary Materials for a detailed description of the data cleaning procedure.
13The geographical location of two unregulated exchanges could not be definitively determined.
14Recent research details constraints in the use of bunching estimation to estimate elasticities (see, for example, Blomquist

and Newey (2017)); however, these constraints are not relevant to this paper, as I only presents bunching estimates without
elasticity estimates.
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Figure 1. Bunching illustration.
Notes: Figure illustrates bunching estimation. The solid line represents the distribution function (h(z)) across trade values in dollars. The
rectangle represents bunching below threshold (z*); the dotted line represents the downward shift in the distribution beyond z* caused
by bunching.

the new laws. Thus, this paper follows other forensic analyses aimed at revealing deceptive behav-
ior or regulatory avoidance through the scrutiny of abnormal statistical trends consistent with legal
incentives (Saez, 2010; Deleanu, 2017; Daniele and Dipoppa, 2023; Ferwerda et al., 2019).

Bunching estimation uses the mass of a distribution to assess how individuals respond to a dis-
continuity in incentives occurring at a threshold. This method is applicable when individuals have
the opportunity to shift something (e.g., a transaction) below a threshold, thereby achieving a differ-
ent outcome. Applying this method to cryptocurrency transactions, the distribution of trades within
a specific range is represented by a smooth density distribution denoted as h(z) across a continu-
ous variable z, which represents the transaction size (Figure 1). The change in incentives, indicating
whether a customer undergoes screening, is represented by z*. If users strategically respond to z*,
they will shift transactions that would have fallen in the range [z*, z* + d(z)] below z*, leading to
bunching (excess mass) below the threshold and shifting the empirical distribution beyond z* down-
ward. Because individuals may adjust the transactions to any amount below the threshold, bunching
in cryptocurrency transactions may more closely resemble a hump than a spike. This is in contrast
to more constrained settings—for example, self-reported taxable income—in which case individuals
have a stronger incentive to report outcomes just below a threshold signifying a higher tax bracket.
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To measure bunching, I follow the procedure outline by Chetty et al. (2011) and summarized by
Mavrokonstantis 2019; this approach allowsme to estimate excess mass relative to the predictedmass
in a defined range below the threshold. Importantly, this method does not require knowledge of the
overall distribution of trades, but rather, it relies on approximating the local distribution within a
smaller bunching window (Kleven, 2016). Accordingly, I calculate the counterfactual distribution by
fitting a polynomial to the distribution of binned data within the bunching window, excluding the
contributions of bins close to the threshold to prevent introducing bias caused by bunching itself.The
counterfactual distribution represents the expected distribution if no bunching occurred below the
threshold and is expressed by the following equation:

Cj =
p

∑
i=0

𝛽i ⋅ (Zj)i +
zU

∑
i=zL

𝛾i ⋅ 𝟙[Zj = i] + 𝜖j, (1)

where cj represents the number of transactions in each bin j, Zj signifies the position of each bin
relative to z* in 10-unit increments (Zj = −25, −24, … , 25), p indicates the order of the polynomial,
and zL and zU represent the lower and upper bounds of the excluded bunching area respectively.
Consequently, the counterfactual distribution is derived from the predicted values of Equation 1,
excluding the contribution of the dummies in the excluded range, formally:

Ĉj =
p

∑
i=0

̂𝛽i ⋅ (Zj)i. (2)

Next, I calculate the difference between the counterfactual and observed values in each bin within
the bunching window ( ̂BN = ∑zU

j=zL
Cj − Ĉj) (Kleven, 2016). Finally, I estimate excess mass in the

bunching region relative to the average height of the counterfactual distribution in the excluded range
[zL, zU ], formally:15

̂b =
̂B

∑zU
j=zL

Ĉj

zU−zL+1

= ̂B ⋅ zU − zL + 1
∑zU

j=zL
Ĉj

. (3)

Standard errors are calculated using nonparametric bootstrapping as outlined by Chetty et al.
(2011). Nonparametric bootstrapping offers a method to estimate standard errors for bunching esti-
mates without requiring the researcher to a priori assume the data’s distribution or use a known
formula to calculate parameters of the distribution (Mooney et al., 1993, 7–9). I draw 1,000 sam-
ples with replacement from the vector of errors (ϵi) in Equation 1. For each sample, I calculate a
bunching estimate ( ̂b) using the procedure described above. I then define the standard error of the
original estimate as the standard deviation of the distribution of ̂bks (Chetty et al., 2011).This process
allows me to determine whether an estimate of bunching is statistically significant using a one-sided
t-test.

Figure 2 illustrates this method using data from two exchanges: Binance US, located in the United
States (4a), and Coinmetro, located in Estonia (4b). These graphs depict the number of transactions
in each exchange within 10 dollar/euro bins between 750 and 1,250 dollars/euros with the graphs
centered at the threshold. For each distribution, I fit a third-degree polynomial to the data (excluding
the 100 units below the threshold where bunching may occur) to provide counterfactual estimates
of the distributions. The counterfactual distribution roughly matches the empirical distribution for
Binance US with no noticeable bunching below the threshold; this intuition is validated by a bunch-
ing estimate of ̂b = 0.04, which is not statistically significant (standard error = 1.96). In Coinmetro,
by contrast, there are a large number of transactions below the threshold that diverge from the coun-
terfactual fit line; accordingly, the bunching estimate ( ̂b) of 58.80 is statistically significant, with a

15Unlike other bunching estimation contexts, cryptocurrency transactions lack substantial optimization friction.
Accordingly, I do not exclude ranges beyond the threshold when calculating bunching estimates.
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Figure 2. Bunching in two exchanges.
Notes: Graphs show transaction distributions in a 500 dollar/euro window near the threshold for two exchanges: Binance US (Bitcoin-to-
dollar) and Coinmetro (Bitcoin-to-euro). Red lines represent the counterfactual distribution, and dashed lines represent the screening
threshold.

standard error of 8.36 (p < 0.00001). This indicates that there are nearly 59 times more transactions
in the range below the threshold than predicted based on the rest of the distribution.

In addition to measuring bunching below the regulatory threshold, I measure bunching below
two placebo thresholds: 500 and 1,500 dollars/euros. These placebo thresholds hold no regulatory
significance and were chosen because they are round numbers (like the regulatory threshold) within
relatively close proximity. Accordingly, measuring activity below these placebo thresholds provides a
counterfactual to the activity measured below the actual threshold, which I believe to be driven by a
regulatory response rather than unaccounted for dynamics that might cause bunching below round
values of fiat currency.

4.1. Threats to inference
While bunching estimation faces two potential threats to inference (Kleven, 2016), neither pose a
significant problem for this research design. First, the presence of another policy that makes use of
the same threshold could confound bunching estimates; however, there are no other national poli-
cies within the sampled countries that affect cryptocurrency transactions at the 1,000 dollar/euro
threshold. Similarly, there are no exchange-based policies (including fee structures) that encourage
customers to keep transactions below these thresholds.16

Second, the threshold could serve as a natural reference point leading to bunching for another
reason—a human affinity for the use of round numbers. Although the thresholds are natural refer-
ence points, this does not present a problem for this research design as I measure bunching below the
threshold. Accordingly, bunching at the threshold actually introduces bias against finding bunching
below the threshold, as a greater number of transactions outside the excluded range shifts the distri-
bution upward and makes any bunching below the threshold seem less unusual when compared to
the rest of the distribution.

Another potential concern is that bunching at round quantities of cryptocurrency could intro-
duce bias. Although there is bunching at round quantities of cryptocurrency, this behavior alone is
unlikely to explain bunching below the threshold because I analyze a diverse sample of crypto-to-fiat
trades that include transactions from two different cryptocurrencies drawn from 27 exchanges over

16See Section D in the Supplementary Materials for a discussion of exchange fees.
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Table 1. Bunching in threshold-screening exchanges

Bitcoin Ethereum

USD EUR YEN USD EUR YEN
(1) (2) (3) (4) (5) (6)

Threshold 2.732*** 2.143** 8.431*** 2.641*** 2.045*** −1.311
(0.775) (0.760) (2.260) (0.636) (0.464) (0.929)

Placebo 1 0.484 0.001 7.292 0.148 0.033 5.240***
(2.113) (0.234) (4.628) (0.790) (0.385) (1.536)

Placebo 2 −0.780 0.023 28.255 −0.144 0.236 2.102*
(0.298) (0.139) (154.470) (1.240) (0.332) (0.995)

N (Threshold) 161,605 1,180,227 2,431,032 63,765 879,677 59,978
N (Placebo 1) 137,822 1,302,271 5,007,865 129,240 1,103,214 143,507
N (Placebo 2) 74,794 399,601 804,864 23,049 365,390 45,270
Exchanges 2 1 4 2 2 3
Pairs 5 3 6 2 4 3
Countries 1 1 1 1 2 1

Notes: Bunching estimates for exchanges with threshold-based screening. N denotes count of transactions. Exchanges denotes count of
exchanges. Pairs denotes count of trading pairs. Standard errors are in parentheses. Significance: *p < 0.05; **p < 0.01; ***p < 0.001.

a 2-month period. Accordingly, the sample includes widely varying crypto-to-fiat prices because of
persistent price discrepancies across exchanges (Pieters and Vivanco, 2017); prices also vary by the
minute within exchanges as exchanges never officially close and trades are executed at all hours and
days of the week.Thus, wide variation in crypto-to-fiat prices within the sample and analysis of trans-
actions from two cryptocurrencies mitigates the risk that bunching below the threshold is driven by
bunching at round quantities of cryptocurrency.

4.2. Results
Table 1 presents estimates of bunching in the range below the threshold for exchanges that imple-
mented threshold-based screening. Columns 1–3 show estimates for Bitcoin-to-fiat transactions, and
columns 4–6 show estimates for Ethereum-to-fiat transaction. Transactions are grouped according
the threshold and currency used for screening, with screening performed at 1,000 dollars; 1,000
euros; and 100,000 yen. For each, I estimate bunching in the 100 units (10,000 yen) below the
actual threshold, as well as two placebo thresholds at 500 dollars/euros (50,000 yen) and 1,500 dol-
lars/euros (150,000 yen), which were chosen because they are round numbers in close proximity to
the threshold.

Estimates are positive and significant across transactions from Bitcoin and Ethereum into dollars
and euros and in transactions from Bitcoin into yen. Estimates range in magnitude from between
two and three times greater transactions in the range below the threshold than expected based on the
rest of the distribution to eight times greater transactions in Bitcoin-to-yen transactions. Meanwhile,
estimates of bunching below the two placebo thresholds are generally not significant. The exceptions
are positive and significant bunching below the placebo thresholds in Ethereum-to-yen transactions,
which also do not showbunching below the screening threshold. Unlike the other trading pairs, activ-
ity in Ethereum-to-yen trades appears to more closely resemble transaction patterns in unregulated
and full-screening exchanges (discussed below).

Table 2 presents estimates of bunching below the counterfactual screening threshold and placebo
thresholds in unregulated exchanges. Columns 1–2 show estimates for Bitcoin-to-fiat transactions,
and columns 3–4 show estimates for Ethereum-to-fiat transactions. Once again, I group transactions
according to the counterfactual threshold and currency used for screening (i.e., euros for European-
based exchanges and dollars for all others) and estimate bunching below the 1,000 dollars/euro
threshold and placebo thresholds (500 and 1,500 dollars/euros, respectively).
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Table 2. Bunching in unregulated exchanges

Bitcoin Ethereum

USD EUR USD EUR
(1) (2) (3) (4)

Threshold −0.936 −1.875 −0.922 −0.595
(1.253) (2.079) (1.462) (0.493)

Placebo 1 3.511*** −0.762 2.188* 0.872
(0.641) (0.836) (0.993) (2.204)

Placebo 2 0.099 −0.487 −0.271 2.858
(0.672) (0.672) (1.202) (2.066)

N (Threshold) 94,209 20,588 33,876 30,360
N (Placebo 1) 229,213 25,642 100,537 64,118
N (Placebo 2) 50,773 10,537 18,710 9,381
Exchanges 4 1 3 2
Pairs 4 1 3 2
Countries 2+ 1 2+ 2

Notes: Bunching estimates for unregulated exchanges. N denotes count of transactions. Exchanges denotes count of exchanges. Pairs denotes
count of trading pairs. Standard errors are in parentheses. Significance: *p < 0.05; ***p < 0.001.

Estimates are not significant below the counterfactual thresholds, consistent with the interpreta-
tion that bunching emerges because customers seek to avoid screening. While I find no significant
bunching below the 1,500 dollar/euro placebo threshold, I do observe positive and significant
bunching below the 500 dollar/euro placebo threshold in Bitcoin and Ethereum to dollar transac-
tions. Although providing a definitive explanation of transaction behavior in unregulated exchanges
lies beyond the scope of this analysis, distinct trading patterns appear to have emerged between
regulated and unregulated exchanges. Specifically, unregulated exchanges show a greater volume of
transactions at lower fiat values, contributing to the observed bunching below the 500 dollar/euro
threshold in some specifications.

Lastly, Table 3 shows bunching estimates below 1,000 dollars and two placebo thresholds for trans-
actions from Bitcoin and Ethereum to dollars in exchanges that have implemented full screening of
all customers.17 While there is no positive and significant bunching below counterfactual thresholds,
there is negative and significant bunching for transactions from Ethereum. This finding is driven by
bunching at 1,000 dollars, as customers whose transactions would otherwise have fallen in the range
below the threshold choose to round their transaction upward to 1,000 dollars.There is no significant
bunching below placebo thresholds for transactions from Ethereum or below the 1,500 dollar thresh-
old in transactions from Bitcoin. However, there is bunching below 500 dollars in transactions from
Bitcoin, mirroring results for unregulated exchanges. Similar to unregulated exchanges, exchanges
with full screening show a greater volume of transactions at lower fiat amounts than exchanges that
implement threshold-based screening, contributing to the emergence of bunching below 500 dollars.
Section E in the Supplementary Materials details robustness tests.

Table 4 shows the total dollar value of bunching below screening thresholds in exchanges that
implement threshold-based screening by cryptocurrency and threshold currency pair during the
data collection period.18 Excess bunching accounted for between 8.6 and 246.8 million dollars in
Bitcoin transactions and 3.2 and 35.4 million dollars in Ethereum transactions during the roughly
2-month period. The table also shows the percentage these dollar values represent of all trades in
the 500 dollars/euros (or 50,000 yen) range around the threshold. The substantial dollar values of
bunching below screening thresholds highlights the importance of addressing this behavior through
increased regulatory scrutiny.

17I only measure bunching in dollars because no EU or Japan-based exchanges implemented full screening.
18For euro and yen transactions, the dollar value was calculated using the average exchange rate between each currency and

dollars during the data collection period.
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Table 3. Bunching in full-screening exchanges

Bitcoin Ethereum

USD USD
(1) (2)

Threshold 0.748 −4.915*
(1.648) (2.483)

Placebo 1 3.326* −2.010
(1.518) (2.202)

Placebo 2 −0.530 0.030
(0.279) (0.797)

N (Threshold) 203,284 35,262
N (Placebo 1) 228,834 92,375
N (Placebo 2) 83,937 10,130
Exchanges 4 2
Pairs 4 2
Countries 2 1

Notes: Bunching estimates for exchanges with full screening. N denotes count of transactions. Exchanges denotes count of exchanges. Pairs
denotes count of trading pairs. Standard errors are in parentheses. Significance: *p < 0.05.

Table 4. Dollar value of excess bunching

Bitcoin Ethereum

Value (M dollar) Percentage Value (M dollar) Percentage

Dollars 8.6 0.05 3.2 0.05
Euros 52.7 0.04 35.4 0.04
Yen 246.8 11.0 - -

Notes: Table shows excess bunching dollar amounts below the screening threshold. Percentages represent excess bunching value relative to all
trades within 500 dollars/euros (or 50,000 yen) of the threshold.

To summarize, bunching estimates below the threshold are consistently positive and significant
for trading pairs in exchanges with threshold-based screening and nonsignificant for trading pairs in
unregulated exchanges or exchanges that screen all customers regardless of transaction size. Although
some model specifications show positive and significant bunching below the first placebo threshold
(500 dollars/euros or 50,000 yen), this finding appears to be driven by the natural concentration of
smaller transactions in unregulated and full-screening exchanges rather than regulatory avoidance.
Consequently, these results are consistent with the interpretation that customers in exchanges with
threshold-based screening have sought to avoid screening by keeping their transactions below the
threshold, and exchanges have not sufficiently mitigated this activity through a risk-based approach
to anti-money laundering enforcement.

5. Regulatory changes in the British Virgin Islands
The British Virgin Islands, a small country with a large financial sector, provides an opportunity to
study how trading in exchanges changed following the introduction of new regulations. On July 10,
2020, the country’s Financial Services Commission issued new regulatory guidance requiring cryp-
tocurrency businesses to register with the country’s regulatory agency and comply with anti-money
laundering laws, including screening customers for money laundering risk for transactions of $1,000
or greater (British Virgin Islands Financial Services Commission, 2020). These changes, which were
later formalized in national law (Virgin Islands Cabinet, 2022), enable analysis of how transaction
activity below the screening threshold changed following the introduction of these new requirements.

I employ a difference-in-differences estimation strategy to compare activity below the screening
threshold in BritishVirgin Islands’ exchanges to activity in unregulated exchanges before and after the
regulatory exchange. Unregulated exchanges serve as an appropriate control group, as British Virgin
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Table 5. Descriptive statistics for British Virgin Islands and unregulated exchanges

Bitcoin Ethereum

BVI† Unregulated BVI† Unregulated

N Exchanges 2 4 2 3
N Trading pairs 4 4 2 3
N Transactions 1,126,824 1,727,534 597,561 925,938
Threshold range
Mean proportion of trades 1 bin below threshold 0.096*** 0.024*** 0.027 0.031
Mean proportion of trades 5 bins below threshold 0.038*** 0.016*** 0.024 0.018

Notes: †British Virgin Islands; ***p < 0.001 (two-tailed tests).

Islands exchanges were also unregulated prior to the new regulatory guidance. By comparing activ-
ity in British Virgin Islands’ exchanges to activity in unregulated exchanges, this estimation strategy
can control for broader trends in the cryptocurrency-to-fiat markets that could influence trading in
British Virgin Islands exchanges independently of the regulatory change.

While this approach provides valuable insight through its before-and-after comparison of trans-
action activity, several limitations warrant consideration. First, I do not have insight into how quickly
British Virgin Islands’ exchanges implemented the new screening requirements, and the guidance
did not specify a compliance timeline for these requirements.19 Second, the limited availability of pre-
regulation data constrains the ability to evaluate the parallel trends assumption for transaction activity
in British Virgin Islands and unregulated exchanges before the regulatory change. Accordingly, the
results of this analysis should not be understood as definitive, but rather, they present another
piece of evidence that aligns with the findings from bunching estimation and helps provide a more
comprehensive understanding of transaction activity in regulated and unregulated exchanges.

5.1. Estimation strategy
Table 5 presents descriptive statistics for transactions activity in British Virgin Islands and unregu-
lated exchanges, including the average percentage of daily trades by bin below the threshold during
the period before the regulatory change. There is a significant difference in the mean proportion
of trades conducted 1 and 5 bins below the threshold between British Virgin Islands and unregu-
lated exchanges before the regulatory change for Bitcoin transactions, with a higher proportion of
transactions conducted below the threshold in British Virgin Islands exchanges. However, there is
no significant difference between the average proportion of trades conducted 1 and 5 bins below
the threshold between British Virgin Islands and unregulated exchanges for Ethereum transactions.
Section F of the Supplementary Materials presents graphs of the pre-trends on the outcome variable
(proportion of trades by bin below the threshold) for each treatment-control group.

I estimate the following model:

Proportion of Tradesbped = 𝛽0 + 𝛽1Treated Binbpe + 𝛽2Post-Regulatory Periodd
+𝛽3Post-Regulatory Period × Treated Binbped + +𝛾bpe + 𝛿d + 𝜖bped,

(4)

where b represents bin, p represents trading pair, e represents exchange, and d represents day. Post-
Regulatory Period and Treated Bin are dummy variables indicating the period following the British
Virgin Islands’ regulatory change and BritishVirgin Islands exchanges, respectively.The primary esti-
mate of interest is β3, which is the effect for treated bins during the post-regulatory period bins on
the proportion of daily trades. The model includes fixed effects by bin-exchange-trading pair (γ) and
by day (δ).

19The guidance gave cryptocurrency businesses 6 months to register with the Financial Services Commission, but both
exchanges I examined were already registered before July 10, 2020.
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Table 6. Difference-in-differences estimation of British Virgin Islands and unregulated exchanges

Proportion of daily trades

Bitcoin Ethereum

Range: 5 bins Range: 1 bin Range: 5 bins Range: 1 bin
below threshold below threshold below threshold below threshold

(1) (2) (3) (4)
Treated bin −0.010 0.182*** −0.004 -0.026*

(0.006) (0.026) (0.004) (0.011)
Post-regulatory period −0.012 −0.011 −0.009 −0.023

(0.010) (0.036) (0.017) (0.017)
Treated bin × 0.018*** 0.076*** 0.011** 0.034*
Post-regulatory period (0.005) (0.019) (0.003) (0.017)
Day FEs Yes Yes Yes Yes
Bin-pair FEs Yes Yes Yes Yes
N 2,040 408 1,275 255
R2 0.560 0.618 0.355 0.510
Adjusted R2 0.540 0.555 0.314 0.375

Notes:Table showsdifference-in-differencesestimates fordaily tradesbelow$1,000 inBritishVirgin Islands’ andunregulatedexchanges.Models
test two treatment specifications ($50 and $10 below threshold) for Bitcoin and Ethereum-to-fiat transactions. All models include day and
bin-exchange-trading pair fixed effects. Robust standard errors clustered by exchange and trading pair (in parentheses). Significance levels:
*p < 0.05; **p < 0.01; ***p < 0.001.

Proportion of Daily Trades is calculated as the proportion of daily trades by bin within the 500
dollars (i.e., 50 bins) around the threshold. I restrict estimates of trading volume within a range cen-
tered at the threshold because trading volume varies substantially across different dollar amounts,
with relatively fewer transactions conducted at larger dollar amounts. Further, specifying the vari-
able as a proportion enables analysis of relative changes in trading activity below the threshold. This
approach reduces the influence of fluctuations in daily transaction volume, which vary significantly
both within and across exchanges and trading pairs.

I employ two specifications of Treated Bins—5 bins and 1 bin below the threshold. This dual
approach enables testing for both more targeted and wider spread adjustments of transaction size
in response to the regulatory change. For each specification, I compare transaction activity below the
threshold between British Virgin Islands and unregulated exchanges. All models are estimated using
ordinary least squares regression with robust standard errors clustered at the exchange-trading pair
level.

5.2. Results
Table 6 presents estimates from Equation 4. The results show positive and significant coefficients for
treated bins in the post-regulatory period across both cryptocurrency-to-fiat pairs and both treat-
ment specifications. Bitcoin-to-dollar transactions in treated exchanges show increases of 7.6 and 1.8
percentage points in the proportion of daily trades $10 and $50 below the threshold relative to the
increase for control bins, respectively. Similarly, Ethereum-to-dollar transactions in treated exchanges
show increases of 3.4 and 1.1 percentage points in the proportion of daily trades $10 and $50 below
the threshold, respectively. For both cryptocurrencies, the effect is larger $10 below the threshold
than $50 below. These findings are also substantively meaningful, as each bin represents only 2% of
the total dollar range around the threshold.Thus, the observed increases of 1.1–7.6 percentage points
in the proportion of daily trades conducted in bins below the threshold indicate substantial shifts in
trading activity.

Tables 10 and 11 in the Supplementary Materials present estimates of Equation 4 for transac-
tions below two placebo thresholds: $500 and $1,500.20 Estimates for placebo thresholds do not

20For these estimates, the proportion of trades is calculated within bins spanning 500 dollars around each placebo threshold.

ht
tp

s:
//

do
i.o

rg
/1

0.
10

17
/p

sr
m

.2
02

5.
10

02
7 

Pu
bl

is
he

d 
on

lin
e 

by
 C

am
br

id
ge

 U
ni

ve
rs

ity
 P

re
ss

https://doi.org/10.1017/psrm.2025.10027


Political Science Research and Methods 17

reach statistical significance across any specification of the model—including transactions from both
cryptocurrencies and both treatment specifications (i.e., $10 and $50 below the threshold). The
absence of effects below round-number placebo thresholds highlights the distinctiveness of the main
findings: the consistent, positive, and significant increases in trading activity below the screening
threshold following the British Virgin Islands regulatory change. These placebo tests lend support to
the interpretation that the observed increases in transaction activity below the screening threshold
in British Virgin Islands exchanges reflect strategic behavioral responses to screening requirements
rather than arbitrary clustering below round numbers.

I also estimate bunching below the threshold before and after the regulatory change andfind results
generally consistent with those obtained through difference-in-differences estimation. Table 12 in the
Supplementary Materials shows no significant pre-regulation bunching for Ethereum transactions;
Bitcoin transactions show positive and significant bunching, which may be driven by anticipation
of the new regulations. Post regulation, transactions from both cryptocurrencies show significant
bunching below the threshold, with over three times greater Bitcoin-to-dollar transactions and two
and a half times greater Ethereum-to-dollar transactions. While there is no significant bunching
below either placebo threshold post regulation, there is positive and significant bunching below the
$500 placebo threshold for both cryptocurrencies before regulation (consistent with the findings for
unregulated exchanges discussed in Section 4.2). These findings suggest that trading activity changes
in several ways following the introduction of threshold-based screening, leading to both a higher
proportion of trades conducted in the range below the threshold and higher average transaction
value.

6. Discussion
This analysis reveals how two key features of anti-money laundering regulation—threshold-based
screening and risk-based approaches—function in cryptocurrency markets. First, the results pro-
vide evidence of strategic customer behavior in response to threshold-based screening require-
ments. I document significant bunching below screening thresholds across most exchanges and
cryptocurrency-to-fiat trading pairs, indicating deliberate transaction structuring to avoid enhanced
scrutiny. Difference-in-differences estimation of British Virgin Islands exchanges corroborate this
pattern, showing increased trading activity below screening thresholds following the country’s adop-
tion of new regulatory guidelines. These patterns emerge consistently despite the complexity of
the international regulatory landscape, including varying screening requirements and thresholds
across jurisdictions, showing that customers consistently adapt their behavior to specific regulatory
environments.

These findings contribute to the broader scholarship on strategic responses to threshold-based
financial regulations (Kleven and Waseem, 2013), extending this research to both anti-money
laundering regulation and the cryptocurrency sector. These findings align with well-documented
regulatory avoidance patterns in the financial sector more broadly, where innovations frequently
emerge to circumvent regulatory frameworks (Awrey and Judge, 2020). In the anti-money laundering
context, actors often respond to new regulations by shifting activities to less regulated sectors or devel-
oping new evasion techniques (Welling, 1989).While such strategic responses are not surprising, they
illustrate the iterative nature of anti-money laundering regulation: as authorities implement stricter
controls, they increase the expertise and resources required for regulatory avoidance, reducing the
number of actors capable of evasion.

These findings suggest that policymakers should carefully evaluate threshold-based screening
mechanisms, which can reduce regulatory effectiveness by creating opportunities for avoidance. One
potential solution is randomized screening conducted at different probabilities by transaction size—
a solution that is both cheap and easy given modern computing capabilities. This approach would
ensure that neither exchanges nor customers bear the costs of additional screening while making it
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harder for bad actors to avoid. Moreover, because money laundering operations typically involves
large sums of illegally obtained funds, perpetrators would face a high cumulative probability of
detection even if they successfully avoid screening on occasion.

These findings also reveal significant deficiencies in exchanges’ implementation of a risk-based
approach. Under a risk-based approach, exchanges must monitor and mitigate money laundering
risks specific to their businessmodels, including transactions structured to avoid screening.Thus, the
persistence of bunching indicates that exchanges have not adequately addressed this risk. This failure
is particularly noteworthy because structuring represents one of the most straight-forward types of
risk in this approach and is explicitly highlighted in FATF guidance.21 Thus, exchanges’ inability to
address bunching suggests fundamental weaknesses in their application of a risk-based approach.

This failure highlights fundamental tensions in the risk-based approach itself, which replaced ear-
lier rules-based frameworks (Killick and Parody, 2007; Bello and Harvey, 2017). This approach poses
particular challenges in anti-money laundering enforcement, where significant uncertainties per-
sist about both the scale of illicit activity and the effectiveness of preventive measures (Bello and
Harvey, 2017).22 Indeed, risk-based frameworks presume that risks can be identified, quantified, and
managed—yet money laundering oversight often operates under conditions of uncertainty, where
risks remain unknown and potentially unknowable (Bello and Harvey, 2017).23 This misalignment
between the knowledge required to implement a risk-based approach and fundamental uncertainties
about money laundering creates a major implementation challenge.

More broadly, these findings demonstrate the effectiveness of international efforts to implement
common financial regulations for the cryptocurrency sector. While further action is necessary to
strengthen enforcement (especially risk-based measures), most FATF members have successfully
implemented customer screening at the minimum threshold required by the new standards. Given
the challenge of registering a new class of intermediaries with little physical presence (exchanges)
and enforcing new standards, these results show meaningful progress. In turn, this highlights the
success of the FATF, which was established as a temporary task force 35 years ago and today serves as
a fulcrum for international anti-money laundering cooperation (Nance, 2018). Furthermore, these
developments reflect broader progress in implementing international financial regulations across sec-
tors, which has been achieved through collaborative efforts by states, international institutions, and
private sector actors (Simmons, 2001; Farrell and Newman, 2015).

Beyond regulatory implementation, this analysis reveals promising developments in cryptocur-
rency oversight capabilities. Private sector companies have proven both willing and able to assist law
enforcement in tracing illegally obtained cryptocurrency, providing valuable skills and expertise that
states can leverage to enhance anti-money laundering enforcement. Given this collaboration and the
greater transparency of most cryptocurrency-related data,24 the cryptocurrency sector appears bet-
ter positioned than most for robust anti-money laundering enforcement. Yet an important question
remains: will states continue investing the resources necessary to effectively regulate the sector?

7. Conclusion
This paper examines two design-based features of cryptocurrency sector regulations that are com-
monly featured in financial regulation. I document significant bunching below screening thresholds
in exchanges with threshold-based screening requirements, while finding no comparable patterns in
exchanges with comprehensive screening or no screening protocols. This pattern is further corrobo-
rated by evidence fromBritish Virgin Islands exchanges, which show increased trading activity below
the threshold following adoption of new regulations. These findings suggest that customers respond

21See Krzysztof 2006 for an overview of more sophisticated online money laundering techniques.
22See also Levi et al. (2018); Ferwerda and Reuter (2019); (2024).
23See also Knight (1921); Demetis and Angell (2007).
24The exception is many so-called “stable coins” like Tether, which do not provide an on-chain record of transactions.
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strategically to threshold-based screening by adjusting transaction sizes to fall below the threshold,
and exchanges have not adequately addressed this activity through a risk-based approach. Although
this paper focuses exclusively on cryptocurrency, I expect similar regulatory features for other sectors
produce similar outcomes. Threshold-based screening in the banking sector, for example, will likely
prompt an abnormally high activity below the threshold.

This paper makes several contributions through its analysis of transaction-level cryptocur-
rency data. First, it provides granular evidence of how both customers and exchanges respond to
design features common to anti-money laundering regulations. Second, it offers insights into the
broader effectiveness of cryptocurrency regulation. While regulatory arbitrage remains a significant
concern in the cryptocurrency sector—especially the risk of exchanges relocating to unregulated
jurisdictions—FATFmember countries havemade substantial progress toward regulating exchanges.
The cryptocurrency sector’s unique characteristics, and especially the availability of data, position it
as an important laboratory for studying regulatory effectiveness.These characteristics enable ongoing
evaluation of regulatory implementation and evidence-based refinement of regulatory frameworks,
potentially informing approaches to financial regulation more broadly.

Supplementary material. The supplementary material for this article can be found at https://doi.org/10.1017/psrm.2025.
10027. To obtain replication material for this article, https://doi.org/10.7910/DVN/JMURRG.
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