
ROUNDTABLE: SOLAR GEOENGINEERING: ETHICS, GOVERNANCE, AND
INTERNATIONAL POLITICS

“It’s Not the Climate, Stupid”:
Exploring Nonideal Scenarios for
Solar Geoengineering Development
Duncan McLaren

“Solar geoengineering” refers to a group of speculative techniques for

intervening in the climate system that could reduce the effects and

impacts of climate change. The most widely considered of these

potential approaches include proposals to reflect incoming sunlight by spraying

reflective particles into the stratosphere, brightening marine clouds, and deploying

mirrors in space. Proposed real-world experiments have proved controversial,

and efforts to establish governance regarding the possible deployment of such

technologies are contested and polarizing. Existing knowledge about solar geoen-

gineering therefore remains largely based on idealized earth-system modeling and

examines a limited set of deployment scenarios. This work broadly presumes that

solar geoengineering would only be used for the purpose of ameliorating climate

change and that it would be deployed to that end by a benign global planner.

As Bill Clinton might have put it when he was a presidential candidate, “It’s

the climate, stupid.” While it generates important knowledge about the interac-

tions of different climatic factors, such modeling also creates deeply unrealistic

and overly optimistic projections of the effects of geoengineering, which are of

limited value for policymaking. As a foundation for negotiating governance—
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whether to enable or constrain the development and deployment of such technol-

ogies—such projections are dangerously incomplete and potentially misleading.

They tell us little about climatic responses to nonideal—self-interested, malicious,

or competing—deployments, and even less about political or cultural responses

outside of the climate system. Some game-theoretical and futures scenario-

building exercises have been undertaken to begin exploring broader implications,

but although these relax the assumption of a unitary actor, they still tend to pre-

sume that deployment would follow a “climate logic” rather than reflecting other

possible motivations such as national security or commercial advantage.

This essay argues that policy for governing solar geoengineering, in a world of

multiple states, uneven power relations, and pervasive disinformation, demands bet-

ter understanding of nonideal scenarios—especially those motivated by factors other

than climatic outcomes—and their political, social, and ethical, as well as climatic,

implications. Additionally, exploring such scenarios also carries risks of the securi-

tization of geoengineering knowledge and development, empowering malicious

actors, reducing public scrutiny and international cooperation, and stimulating

the development of “countergeoengineering” capabilities (mechanisms that could

physically halt geoengineering activities, or directly counter their effects). As a result,

such research poses ethical dilemmas and itself merits careful governance. This

essay first summarizes the limitations of existing modeling and other scenario

work and elaborates on the knowledge demands arising in alternative logics for geo-

engineering and nonideal scenarios, before turning to the political and ethical issues

raised in broader scenario research. It then highlights a dilemma arising with the

risks of securitization in this space and asks whether further research can be ethi-

cally justified in such circumstances. It concludes that further research cannot be

ruled out and calls for better governance of solar geoengineering research.

Scenarios and Their Shortcomings

Earth system modeling has largely deployed two sorts of scenarios: simplified car-

icatures intended merely to validate the models and designed configurations of

deployment aimed at delivering specific desirable climatic outcomes. All this

work presumes that climate logics would drive deployment, with the actors

engaged in rational goal-seeking behaviors shaped by actual or expected climate

outcomes. It also implicitly anticipates both a series of advances in deployment,

attribution, and control technologies that would enable the carefully modulated
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and targeted deployment of geoengineering, and (almost always) a benign global

planner. The nature of the latter is rarely if ever specified, but whether it is imag-

ined as a technocratic agency serving a multilateral negotiated agreement, a de

facto hegemonic geoengineering power, or a “geoengineering club” of powerful

nations, such idealized modeling necessarily presents an overly optimistic picture

of the potential of solar geoengineering to counter the impacts of climate change.

Global geopolitics—especially since Russia’s invasion of Ukraine—and the

decades-long convoluted and contested negotiations over climate change policies

suggest that globally coordinated solar geoengineering designed to minimize cli-

mate impacts is unlikely. Other scenarios and logics should be considered, includ-

ing “plausible scenarios for normal accidents and for malicious use.” Some

scholars have begun to explore possible geopolitical dimensions. A handful of

game theory studies suggest that the prospect of solar geoengineering might facil-

itate climate agreement or coordination, although possibly at the cost of less mit-

igation. Others have suggested that the availability of countergeoengineering

techniques would reduce the likelihood of unilateral deployment but at a risk of

“dangerous brinkmanship.” While they have moved beyond the idea of a “global

planner,” game-theoretical models remain abstract and simplified, and tend to

retain the central presumption of a climate logic.

Other social and political scientists have undertaken more speculative futuring

exercises to explore geopolitical scenarios and illustrate how political and social

systems might react to (or demand) geoengineering interventions. Such methods

could encompass a broader range of nonideal deployments and motivations,

despite their so-far-limited participation (largely involving Global North academ-

ics and students). However, the futuring field as yet exhibits the same pervasive-

ness of climate logics (whether global or national) for the deployment of solar

geoengineering as does modeling, often explicit in the very framing or construc-

tion of the process. These exercises also tend toward idealism, in the sense that

they are typically designed to identify governance mechanisms to address or avert

undesirable outcomes, rather than exploring the full gamut of what could go

wrong in a world where governance itself is contested. Nonetheless, even where

solar geoengineering is presumed to be technically feasible and controllable,

and climate logics are the key drivers of intervention, many scenarios foresee ele-

vated international tension, disruptive disinformation, and the possibility of mil-

itary conflict between different countries or geopolitical blocs, whether divided on

familiar lines or in new configurations. War-gaming exercises are typically
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conducted outside of the public eye, but some that feature geoengineering have

been mentioned or reported, albeit under conditions of confidentiality. These

also raise concerns about the potential of solar geoengineering interventions—

or even just threats or claims thereof—to destabilize international relations.

Conflict is not the only reason to worry about nonideal scenarios. Substitution

of solar geoengineering for emissions cuts would be another undesirable outcome.

Even though this is sometimes preemptively dismissed by modelers, some actors

might treat the availability (or even promise) of solar geoengineering as a reason

to delay or resist the phaseout of fossil fuels. Countries or companies with rich

fossil fuel reserves, whose positions in energy supply chains give them geopolitical

power or whose national cultures are highly dependent on fossil energy, might all

be vulnerable to such temptations. In this context, modeling of idealized scenar-

ios that overlooks the technical or political limitations of solar geoengineering may

actually exacerbate the risk of such “mitigation deterrence.” Mitigation deter-

rence might also arise through emergent effects (as opposed to intentional

choices); for example, where optimistic projections of solar geoengineering

based on idealized earth system models are reflected in economic models, carbon

prices, and investment forecasts.

Idealized scenarios would deploy solar geoengineering in addition to accelerated

mitigation so as to reduce peak temperature rises, or to slow the rates of climate

change, rather than reaching the same global temperature outcomes with more

solar geoengineering and less mitigation. By contrast, nonideal pathways in

which solar geoengineering substitutes for possible emissions reductions can

involve elevated climate risk, because the climatic forcing effects of solar geoengin-

eering and greenhouse gases are not physically or spatially directly equivalent.

Moreover, climatic risks also grow the more temperature rise is masked by solar

geoengineering, as any abrupt termination of geoengineering would then mean

accelerated global warming. Substitutive pathways would also involve elevated lev-

els of other harms arising from continued fossil fuel use, such as deaths and ill

health from particulate pollution, or environmental damage from oil spills.

To summarize, current solar geoengineering knowledge largely emerges from a

consideration of scenarios that are idealized in at least three dimensions: they

assume an unproven technical practicability; they assume the active pursuit, through

governance, of normatively optimized climate outcomes; and they disregard the

possibility of deployments motivated in part or in whole for reasons other than

managing climate change. The next section focuses on this last concern.
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Beyond Climate Logics

In practice, states or other actors may seek to deploy solar geoengineering follow-

ing logics not only beyond but also other than reducing the impacts of climate

change. U.S. start-up Make Sunsets has already attempted deployment for purely

economic ends, releasing sulfur dioxide into the stratosphere in its efforts to sell

“cooling credits.” By definition, such a business model enables and legitimates

continued counterbalancing emissions. At a larger scale, the adoption of solar

geoengineering could be used by oil-exporting states to justify continued exploita-

tion of fossil fuels: Saudi Arabia already publicly advocates the use of carbon diox-

ide removal not as a supplement to emissions cuts, but as a means to extend fossil

fuel use. Such substitutive scenarios prioritize economic over climate logics, but

we must also consider security-oriented geopolitical logics.

Security analysts fear the deployment—or disruption—of solar geoengineering

as a tool for geopolitical advantage, or even as a reason to dominate near-Earth

orbital space for the military advantage it might provide. Concerns about the

dual-use potential of geoengineering platforms for surveillance have also been

raised before, but with the more serious consideration of space-based geoengin-

eering, the prospects of weaponization—either for satellite killing or, worse, as a

platform for directing kinetic weapons to the earth’s surface—have to be taken

seriously (as would be the case for any orbital activities that might involve the

manipulation and processing of near-Earth asteroids). This example offers per-

haps the clearest contrast between the climate logic and potential security logics.

Modelers typically present space-based solar geoengineering as a more expensive

and technically challenging, yet controllable, way to “turn down the sun,” involv-

ing a relatively desirable global distribution of climatic effects and more limited

side effects compared to other geoengineering approaches. But to (at least

some) security analysts, space-based solar geoengineering implies military domi-

nance by a climate hegemon or climate leviathan.

There are sound geopolitical and economic reasons to anticipate other logics

and motives. Geoengineering might be pursued as a means to maintain the neo-

liberal economy; to defend culturally valued “ways of life” in a form of societal

securitization; as a “silver bullet” climate response for authoritarian regimes; as

a means to sustain the fossil fuel–embedded military-industrial hegemony of

the United States; or as a tool (intelligible in security logics) to seek relative advan-

tage in climatic conditions. Some of these motives involve risks not only of
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mitigation deterrence but also of conflict if geoengineering were deployed (or

threatened) for geopolitical negotiating leverage, actively weaponized for military

advantage, or involved disinformation or misinterpretation of any deployment

or extreme climatic events coinciding with deployment.

The word count constraints of this essay preclude discussing each of them in

detail, but there are even more conceivable economic, cultural, and security moti-

vations for developing or deploying solar geoengineering or countergeoengineer-

ing capabilities. These include bolstering national prestige and demonstrating

technological prowess (as seen with outer space missions); obtaining the capacity

to deter others from perceived undesirable deployment; undermining an ene-

my’s capabilities or strategic situation; improving one’s own strategic capabilities

(for instance, by freezing permafrost to enable military operations); aspiring to

enhance agricultural productivity; or even deliberately counterbalancing the

effects of enemy investments in mitigation. Scenarios need to be developed

that explore the implications of such deployments—not only in terms of climate

outcomes but also in terms of political, social, economic, and cultural outcomes.

Considering logics beyond ameliorating climate impacts reinforces the need for

knowledge that goes beyond the biophysical effects projected in climate models.

As seen in debates at the UN Environment Assembly, adequately assessing pro-

posals for geoengineering requires a better understanding of the geopolitical, legal,

ethical, cultural, and economic implications and risks.

Exploring Nonideal Scenarios

None of the foregoing is to suggest we should abandon scenarios or modeling.

However, in this context, there is a strong case for not only widening the set

of scenarios we consider, and thus speculating more broadly, but also for devel-

oping more diverse methods for creating and assessing scenarios so as to gener-

ate more useful knowledge. Arguably, we need to speculate differently, and

perhaps “calculate” less. Rather than trying to extend formal calculative methods

into political and social responses, we might find more value in applying partic-

ipative, deliberative, and interactive methods, including “serious games” (such as

war games).

Modeling efforts that explore nonideal scenarios are limited by the capabilities

and parameters of Earth system models. Some modelers have sought to character-

ize nonideal scenarios by their effects on the physical characteristics of a
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deployment—for example, might the scenario lead to overcooling or unscheduled

termination? They have not considered unilateral, uncoordinated, or competing

deployments, and evaluate their scenarios in purely biophysical terms. While

valuable, such an approach is not only incomplete but also risks adding to the

false optimism of technocratic modeling, which has, in so many domains,

increased humanity’s vulnerability to emergent shocks in adaptive systems.

Put simply, the more we treat models as “truth machines” able to define and

help us manage a predictable set of futures, the more likely we are to push

those systems to their limits, or to ignore the prospects of previously unseen adap-

tive system behaviors.

This is not to suggest that Earth system modeling could or should be used to try

to predict geopolitical implications but rather to note that such modeling must be

better contextualized and embedded in an iterative analysis of broader systemic

effects if it is to avoid overlooking risks that arise outside of the biophysical

domain. For example, some scholars have attempted to develop political scenarios

to explore the plausibility of solar geoengineering deployment by, and in the inter-

ests of, a single state. Florian Rabitz concludes that several major powers might

have the capacities to initiate and sustain such unilateral deployment, based on

the consideration of access to relevant technologies; geographical access for infra-

structure; and the power to resist deterrence by diplomacy, sanctions, or military

countermeasures. David Victor also predicts that states or (deniable) agents

thereof are likelier to unilaterally deploy these projects than is presumed in the

modeling literature. But such scholars still focus on climatic outcomes, which

ignores the potential for unilateral deployment based on other logics. Even limited

unilateral deployment for alternative ends might still lead to highly disruptive

political outcomes. Generally, therefore, the literature has so far largely simplified

unilateralism as a matter of whether or not solar geoengineering might be success-

fully deployed, rather than considering the geopolitical implications of the pro-

cesses through which such a move might be enabled, blocked, or diverted.

Clearly, unilateral deployments need to be part of our future set of scenarios

regardless of whether earth system models can capture their effects.

So how should we supplement the modeling in developing and exploring sce-

narios? One possibility would be a community climate scenario process, involving

stakeholders and citizens, to inform broader social and governance pathway

choices involving geoengineering. The resultant scenarios would enable a

broader characterization of the uncertainties of, and policy choices for, solar
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geoengineering and could foster a critical appraisal of its risks and benefits.

Nonetheless, such an exercise would need to explicitly consider alternative logics

for geoengineering, beyond “delivering climate goals,” to ensure attention to all

potential risks.

Reconfigured futuring exercises with a broader range of participants could also

help generate a wider set of scenarios, especially if deliberately framed to include

alternative nonclimate logics, and to explore worst-case outcomes, risk cascades,

and so on. A recent participatory evolution (ParEvo) exercise—in which partici-

pants collectively develop narrative scenarios over multiple episodes—generated a

broad range of possibilities by encouraging participants to explore catastrophic out-

comes, and did so despite the limited diversity of participants and their predomi-

nant application of climate logics. It highlighted possibilities for interactions

with other risk factors or for risk cascades (in which one risk in turn generates

or exacerbates another), more familiar conflict triggers, and nonoptimal configura-

tions of solar geoengineering with harmful side effects. The scenarios created in this

exercise indicated multiple ways in which the pursuit of solar geoengineering might

worsen climate outcomes or generate other serious harms. The narratives included

the following: () a climate breakdown from “cocktail geoengineering,” with multi-

ple techniques being attempted by diverse actors with no coordination; () a loss of

control over target climate outcomes under AI-controlled geoengineering; () global

overcooling as a result of the unregulated sale of cooling credits in speculative bub-

bles—also generating a large suppressed termination shock risk; () poorly planned

polar-focused stratospheric aerosol injection in response to a permafrost virus

release pandemic, with a high risk of asymmetric cooling and harmful impacts

on monsoon climates; () efforts at space-based solar radiation modification leading

to an accidental satellite wipeout; and () prolonged disagreement on climate mea-

sures due to elevated contestation over loss and damage and adaptation funding, as

a consequence of widespread weather disruption arising from politically unstable

unilateral stratospheric aerosol injection.

What sort of scenarios should be examined to help understand the governance

challenge of steering or constraining solar geoengineering? The narratives

described above would suggest a need to supplement initial modeling efforts

with modeling and broader analysis that examines the deliberate substitution of

emissions cuts; randomly varying levels of stratospheric aerosol injection with

diverse injection points; various levels of solar geoengineering deployment unbal-

anced between the Northern and Southern hemispheres; solar geoengineering

262 Duncan McLaren

https://www.cambridge.org/core/terms. https://doi.org/10.1017/S089267942400025X
Downloaded from https://www.cambridge.org/core. IP address: 18.221.188.74, on 10 Feb 2025 at 06:24:12, subject to the Cambridge Core terms of use, available at

https://www.cambridge.org/core/terms
https://doi.org/10.1017/S089267942400025X
https://www.cambridge.org/core


deliberately intended to redistribute rainfall, cause drought, or disrupt monsoons;

cocktail geoengineering of multiple forms simultaneously; and efforts at deliberate

countergeoengineering through the use of warming agents.

Further (geo)political scenario building and speculation is needed, bringing

together geopolitical insights with analysis of risk cascades and systemic risks in pre-

carious systems. We saw in recent years how the impacts of the COVID- pan-

demic generated harmful risk cascades by overloading healthcare systems;

overstretching economies built around long-distance trade, just-in-time delivery,

and precarious labor forces; and raising international (and internal) tensions and

conflict through the cultural transmission of disinformation. It might prove illumi-

nating to gather some dystopian security analysts to speculate on what “enemies”

might try to do with geoengineering, including covert or deniable deployments.

But here is the rub: security analysts are indeed interested in solar geoengineer-

ing and its disruptive effects, and this means they also express a demand for

exploration of nonideal scenarios. But they do not necessarily want such knowl-

edge to be widely shared. Like cyber exploits and nuclear technologies, solar geo-

engineering is seen as potentially of national security interest—a capability to be

hoarded and protected, not transparently shared and debated. And as Danielle

Young shows in her contribution to this roundtable, scientists and researchers

soon lose control of such technologies when governance and deployment deci-

sions are driven by national security concerns and actors.

This suggests an ethical dilemma: in seeking to improve our knowledge of the

risks associated with nonideal deployment of solar geoengineering, we would seem

to both increase the possibility of nonideal deployment and reduce the prospect of

a globally governed closer-to-ideal deployment (if such a prospect were to become

desirable). The next section discusses some of the risks of exploring nonideal sce-

narios, focusing in particular on routes by which solar geoengineering knowledge

might be securitized.

Risks Associated with the Securitization of

Geoengineering Knowledge

Policymakers need to understand the implications of nonideal scenarios to help

them judge what, if any, role solar geoengineering might play in future climate

policy. Improved knowledge regarding the risks involved in nonideal deployments

is essential for any process of risk assessment for solar geoengineering. Such
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assessments would rely on transparency and cooperation in knowledge generation,

especially for stakeholders in the Global South, many of whom still lack the capac-

ities to sufficiently evaluate the risks and benefits of solar geoengineering for their

regions. Yet solar geoengineering is already often framed as a securitized excep-

tional measure, something beyond the purview of politics as usual that only

comes into consideration because of the potentially catastrophic impacts of cli-

mate change. The risks and possibilities associated with nonideal deployment

scenarios make the securitization of solar geoengineering, and the knowledge

about it, even more likely. Securitization typically is understood to transfer the

issue into the domain of executive or military authority.

For military- and state-security stakeholders, knowledge about the risks

involved in nonideal scenarios is essential for understanding what threat solar geo-

engineering might pose in the hands of an opponent or enemy power, and the

extent of vulnerability and exposure to negative impacts that any given actor

might face. Each state would wish to understand both its own and its enemies’

(relative) vulnerability to such interventions, regardless of the ends to which they

might be instigated. But each state would also wish to withhold such information

from potential enemies. Geoengineering knowledge, therefore, risks becoming

securitized and militarized (even though there seems little potential for the tech-

nologies to be used directly as weapons).

States will also be keen to understand how to defend themselves against the risks

involved. Thus research into how to detect geoengineering interventions, and how

to counter them, is emerging as a key part of the package promoted in military and

security settings, alongside calls for governance measures including a research code

of conduct. Countergeoengineering might theoretically involve efforts to redistrib-

ute impacts or rebalance climate forcings by further atmospheric interventions, or

more conventional measures—from trade sanctions to cyber actions, or even mili-

tary strikes to neutralize geoengineering facilities. Unilateral geoengineering might

be deterred by such measures, but the development or use of such capabilities—per-

haps even more than for solar geoengineering itself—could easily be viewed as a

hostile act. Geoengineering research and development in a securitized context

might thus engender an elevated risk of conflict.

Moreover, conducting research into such risks and vulnerabilities creates poten-

tially dangerous knowledge. In “gain of function” research in virology, knowledge

that could help combat a pandemic could—in the wrong hands—also be used to

create one. For potential bad-faith actors, knowledge of how geoengineering in
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particular configurations could disrupt weather patterns might create new oppor-

tunities to harm or threaten civilian populations. Security agencies might wish to

know more about such prospects but may not be able to conceal such knowledge.

A similar parallel can be seen in cybersecurity. Security agencies seek to main-

tain exclusive knowledge of “exploits” that can give them access to systems for

espionage, but should these exploits be known or discovered by their opponents,

this knowledge would simultaneously increase the vulnerability of their own

domestic entities. In the case of solar geoengineering, even if the relevant knowl-

edge were available, the capacity to undertake long-term interventions with sus-

tained global impact may not be available to terrorist or insurgent groups, or

even many states. But small-scale interventions designed merely to demonstrate

the potential to intervene or simply to disrupt regional or global climates might

prove much easier.

Solar geoengineering is already entangled in disinformation and conspiracies,

and securitized knowledge generation would likely exacerbate these reactions.

If militaries seek to obtain but limit the spread of knowledge about solar geoen-

gineering and its deployment, then “chemtrail”-style geoengineering conspira-

cies would become harder to extinguish, as we have seen with the persistence

of the lab-leak theory about the origin of COVID-, which seems in part to

have been fueled by the suspicion that military interests were being served in

gain of function research. Moreover, disinformation about geoengineering

might also be deployed by state actors or extremist groups to inflame political

or international tensions. Once again we see that the securitization of geoengin-

eering knowledge might paradoxically increase its risk. Even in the most idealized

scenarios, extreme weather events will continue to occur, and disinformation that

blames such events on geoengineering could be used to stir up opposition to gov-

ernments and regimes deploying (or claimed to be deploying) the techniques. For

instance, it is easy to imagine jihadist groups in West and Central Africa blaming

droughts on U.S.-led geoengineering to rally support for insurgency against gov-

ernments seen as Western sympathizers. Reduced transparency around milita-

rized or securitized geoengineering research and development would make such

efforts harder to counter.

More generally, securitization raises concerns regarding reduced democratic

participation, transparency, and accountability. This could exacerbate public dis-

trust in official statements about geoengineering, as well as cultivate conditions in

which human rights, civil liberties, and the rights of indigenous peoples might be
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disregarded in experimentation or deployment activities. Moreover, securitization

could limit international cooperation and undermine the prospects for a collaborative

international governance of geoengineering. Mutual deterrence might establish a de

facto ban on geoengineering deployment but fuel a proliferation of geoengineering

and countergeoengineering capabilities. The more solar geoengineering knowledge

is securitized, the more subsequent deployment might be securitized.

Furthermore, repertoires of risk management under securitization are often

those of emergency response, where the urgency of the situation militates against

democratic deliberation. It is important therefore to consider how the securiti-

zation of geoengineering might affect how it is understood in temporal terms.

Geoengineering scholars have tended to reject the idea that the techniques offer

a suitable emergency response to escalating climate impacts. However, although

there is little evidence on how military or security authorities might respond, in

war-gaming exercises, military experts reportedly turn to geoengineering later

than scientists, and only when climate impacts translate into serious security

threats. The potential preemptive deployment envisioned by some geoengineer-

ing researchers may be discouraged by military experts’ understanding of the eth-

ical obstacles to preemptive military action. Although some nations have

developed doctrines of preemptive self-defense, the conditions under which pre-

emptive military action is considered justifiable are generally tightly constrained.

Given the diverse and serious risks of securitization that may be realized once

nonideal scenarios of solar geoengineering have been considered, we should ask

whether further research into solar geoengineering can be ethically justified.

Ethical Considerations regarding Further Research

The previous section sketched the ethical dilemmas raised by the potential securi-

tization of geoengineering knowledge relating to nonideal deployments. In this

light, how might decisions to research solar geoengineering be justified?

Even for idealized scenarios of solar geoengineering, ethical justifications for

research typically take the form of a “lesser evil” claim: that the harms involved

in deployment might be less severe than those of what is described as “unavoid-

able” climate change. Yet the ethics of such a calculus are not as clear-cut as they

might appear. Including nonideal scenarios highlights that the risks involved in

geoengineering options may be greater than implied by idealized modeling.

However, they may still be less than those of otherwise unabated climate change.
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Moreover, as Jonathan Symons notes, such a consequentialist search for the lesser

evil is a standard element of classical realist ethics. Such an analysis “assumes

highly imperfect compliance with the demands of justice, and is concerned with

feasibility and transition rather than end-states. Classical realists urge leaders to

prioritize state security over private moral concerns, to assess rival policies against

their likely consequences and to seek the ‘lesser evil’ among feasible choices.”

Lesser-evil choices are particularly appealing if the alternative is catastrophic or

existential risk.

However, there are also reasons to believe that such a comparison of harms is

not itself the most appropriate approach. Stephen Gardiner fears that the “lesser

evil” justification would be susceptible to “moral corruption,” a phenomenon in

which choices made are not in line with justice but in line with the convenience

and interest of those with the power to decide. In this case, if the only responses

perceived as feasible are those compatible with the interests of the powerful coun-

tries and wealthy elites shaping the policy decisions, then the “choice between

evils” may be false. If geoengineering is seen as the lesser evil, because the alter-

native is unavoidable climate change, then it matters how what is considered

unavoidable is determined. What level of climate change can be considered

unavoidable depends on which responses are seen as practical and legitimate. If

“exceptional measures” are legitimately acceptable, then radical measures to

phase out fossil fuels, overturn consumerist values and behaviors, or even to

embrace “degrowth” should be considered alongside the dominant model of tech-

nological innovation and market-based policies. In other words, the lesser evil

argument rests not only on a false binary but also on a moral failing, in that

the “greater evil” of unavoidable climate change is a product of the self-interested

decisions of those currently in power. This need not imply with certainty that the

geoengineering option should be abandoned; it could rather require that addi-

tional compensatory or reparational obligations would accompany any choice to

pursue geoengineering.

Nonetheless, even if a wider range of alternatives should be considered, or if the

choice of a geoengineering pathway might be considered to create additional eth-

ical obligations for its instigators, knowledge about the possibilities of nonideal

geoengineering deployments will still be needed.

Scholars in both moral philosophy and security studies have proposed various

criteria and conditions that might help us judge the ethical acceptability of solar

geoengineering (and thus of the continued research into it) in the light of plausible
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deployment scenarios. All of these begin from a presumption that geoengineering

is risky and would not be ethically justified in an ideal world. Drawing on just war

theory, Rita Floyd suggests that securitizing an issue, and mobilizing an “excep-

tional response” such as solar geoengineering, is ethically justifiable when the fol-

lowing conditions are met: the threat is genuinely “existential”; the threatened

object (such as national security or the social order) is itself morally just and

therefore merits protection; the actor concerned has a genuine intent to protect

that referent object (that is, that there is no moral corruption); and the interven-

tion is both proportionate and more feasible than alternative responses.

Elizabeth Chalecki and Lisa Ferrari defend conditions that “just geoengineering”

should meet, consistent with just war theory: the proposed geoengineering project

should be ordered by a “competent authority” (for instance, requiring UN

approval); be proportional; be discriminate (avoiding collateral damage to other

nations or populations); be the only option with no reasonable alternatives;

have a reasonable chance of success; and have a time-limited deployment.

Moral philosophers David Morrow and Toby Svoboda argue that solar geoen-

gineering may be ethically justified even in the absence of an existential threat.

They argue that solar geoengineering could be legitimate in less-than-dire circum-

stances if it worked to lessen climate injustice. This outcome would seem much

less likely in most nonideal deployment scenarios, but to evaluate it would require

further research. Morrow and Svoboda also advocate additional criteria: like other

nonideal interventions—such as punishment and protection—geoengineering

must be both morally proportionate and comparatively better than other politi-

cally feasible alternatives. These scholars think it unlikely that any specific deploy-

ment of solar geoengineering will prove simultaneously politically feasible and

morally justifiable (even assuming a choice between “evils”). We might note

that deployment scenarios following nonclimate logics would seem even less likely

to meet the conditions of both political feasibility and moral justifiability.

It should be clear that many forms of nonideal deployment—such as those

intended to maintain fossil fuel profits, or unilaterally undertaken to sustain geo-

political power advantages—fail immediately against any such set of ethical crite-

ria. Yet, as we have seen, there are good reasons to explore such scenarios, and the

risks associated with such research. And even if—on balance—it would seem eth-

ically irresponsible to pursue further research, such reservations carry little weight

in practical political and commercial decisions. In conclusion, then, it is worth

considering ways in which these risks might be mitigated.
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Ways Forward

The risks associated with the securitization of knowledge about nonideal scenarios

of geoengineering are both significant and imminent. As a result, more research

into solar geoengineering cannot be expected to reduce uncertainty but rather

to establish new domains of uncertainty. Worse, more research might even

increase the risks involved rather than reduce them. However, in the absence of

nonideal scenario research, there are still serious risks due to overoptimism

about solar geoengineering potential, whether because models inappropriately

substitute geoengineering for mitigation or downplay the possibilities that deploy-

ments would exacerbate international tensions or lead to conflict. We should

therefore not seek to prevent research but rather must govern it with care.

Solar geoengineering research should be governed with tools for responsible

research and innovation to ensure that, for example, potential dual-use applica-

tions are identified early and their risks assessed. All research should be subject

to early and appropriate ethical review and advance approval, including assess-

ments of how risks associated with nonideal scenarios are being mitigated.

Standards for transparency and openness regarding research should be imposed,

and funding should be regulated to minimize the risks of securitization. In prac-

tice, scenario research should involve more iteration or collaboration between

Earth system modeling and narrative futuring work. This would both expand

the family of Earth system scenarios by including a third generation focused on

political realism (in the international relations disciplinary sense) to explore the

climatic effects of self-interested, malicious, and competing deployments and

also extend the toolset for projecting possible futures with geoengineering.

Research should also include symmetric risk-risk analysis of nonideal scenarios.

The prospect of nonideal deployments not only demands more comprehensive

governance of research but also confirms that solar geoengineering should be

understood as an exceptional response to climate change. This has two important

implications. First, we should take care to avoid normalizing geoengineering (and

the misplaced fungibility and substitution that doing so would engender), and

eschew technocratic risk trade-off approaches that rely on such misplaced fungi-

bility. Integration into politics as usual is not an ethical way to treat an excep-

tional response—it instead needs to be assessed alongside other exceptional

responses, such as securitized “war footing” emissions reduction, coordinated

degrowth, and the opening of borders to facilitate climate migration. However,
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and second, we should aim to avoid state securitization of the issue, which would

further undermine the trust and cooperation necessary for effective climate action.

We should question the assumption that “emergency” means decision-making by

executive fiat in the interests of nation-states (which are, in a global climate emer-

gency, somewhat contradictory goals) and instead examine prospects for securiti-

zation from below, and the development of tools for “emergency democracy.” In

such a setting, research into the nonideal scenarios of solar geoengineering might

generate really useful knowledge.
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roundtable, this essay examines dilemmas arising in exploring nonideal scenarios of solar geoengin-
eering deployment. Model-based knowledge about solar geoengineering tells us little about possible
climatic responses to malicious, self-interested, or competing deployments, and even less about
political or cultural responses outside of the climate system. The essay argues that policy for gov-
erning solar geoengineering in a world of multiple states and uneven power relations requires a
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